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1.Prerequis pour réaliser un Active directory répliquer sur deux serveurs 

Prérequis 

-Il vous faut un Windows serveur installer et configurer 

-Désactiver les firewalls 

-Paramétrer son adresses IP en statique et son DNS à lui même 

-Il faut que votre serveur soit relié un switch 

-Vous devez installer et configurer un activer directory 

-Configurer votre DNS 

2.Topologie de la réplication de notre domaine  

Topologie Assurmer 

 

 

 

V-
192.168.0.4 

SERV-DNS-REP 
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3.Mise en place du Windows serveur de réplication  

Installation de Windows server 2019 

 

1.Choisissez la langue que vous 

souhaitez puis Suivant 

 

 

 

 

 

 

 

 

2. Installer Maintenant 

 

 

3.Séléctionner Windows Server 2019 

avec l’expérience bureau puis cliquer 

sur suivant 
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4.Accepter les du contrat de licence 

Windows pour poursuivre l’installation et 

Suivant 

 

 

 

 

 

5.Choisissez une installation personnaliser 

de votre Windows Server 

 

 

 

 

 

6.Cliquer sur le disque ou vous souhaitez 

que le système d’exploitation s’installe puis 

suivant  
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Configuration de Windows serveur 2019 

 

7.Créer vous un mot de passe 

administrateur robuste de 

préférence  

 

 

8. Si ce n’est pas déjà fais penser à interconnecter vos serveurs sur un même switch 

 

9.Une fois que vous vous êtes 

connecter sur votre session 

administrateur penser directement à 

désactiver vos Firewalls pour y accéder 

tapez dans windows+r « wf.msc » 

 

 

10.Lancer votre SERV-

ASSURMER avec l’AD 

11.Ensuite rendez-vous sur votre 

panneau de configuration<réseaux 

internet<centre réseaux 

partager<ethernet0<TCP/Ipv4 puis 

vérifier le plan d’adressage de vos 

IP qui en 192.168.0.1/24 

12.Le DNS c’est lui-même 

192.168.0.1 
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13.Maintenant retourner sur le serveur 

que l’on vient de créer aller au même 

endroit et ajouter lui une ip dans le 

même plan d’adressage soit : 

192.168.0.2/24 

14.Le DNS sera par contre votre SERV-

ASSURMER avec l’AD : 192.168.0.1  

 

 

 

 

15.Continuer dans 

panneau de configuration 

<Système et sécurité< 

Système puis cliquer sur 

paramètres systèmes 

avancés et nom de 

l’ordinateur puis modifier 

donner lui un nom : 

SERV-DHCP-REP et le 

nom du domaine de votre 

serveur SERV-

ASSURMER 

 

 

16.Enfin rentrer les identifiants administrateur du 

SERV-ASSURMER. Vous allez rejoindre le domaine 

cliquer sur OK<fermer et redémarrer maintenant  
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Configuration du DNS sur votre serveur principale 

17.Lors de la connexion pensez à 

vous connecter avec votre utilisateur 

du domaine de SERV-ASSURMER 

pour ne pas être en local 

 

 

 

 

18.Vous constaterez sur l’AD de SERV-

ASSURMER que votre ordinateur et 

remonter dedans 

 

 

 

 

19.Quand vous êtes connecter sur 

SERV-DHCP-REP aller dans le cmd en 

administrateur et tapez un « ipconfig / 

registerdns » pour faire remonter dans 

le DNS votre serveur 

 

20.Sur SERV-ASSURMER vous pourrez alors observer que dans la zone inverser votre 

serveur et remonter 
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Installation du DNS sur le nouveau serveur 

21.Retourner sur 

SERV-DHCP-REP 

et aller sur votre 

gestionnaire de 

serveur et ajouter 

des rôles et 

services puis 

suivant jusqu’à 

Rôles de serveurs 

 

 

 

 

Ajouter les rôles DNS puis 

suivant jusqu’à installer  

 

 

 

 

 

 

Une fois l’installation complètes vous 

pouvez fermer nous finirons la 

configuration plus tard 
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Autorisation de transfert de donnée sur le DNS 

1.Connectez-vous à votre machine 

principale SERV-ASSURMER 

 

 

 

 

 20.Sur SERV-ASSURMER aller 

sur votre et faite clique droite sur 

votre dossier de domaine dans 

les zones de recherche directes 

 

Aller dans l’onglet de transferts de zone et cliquer 

sur modifier pour ajouter le serveur ou vous souhaite 

répliquer votre DNS  

Entre l’IP du serveur en question cliquer sur ok puis 

appliquer 
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 20.Sur SERV-ASSURMER aller sur votre 

et faite clique droite sur votre dossier de 

domaine dans les zones de recherche 

inversée 

 

 

 

 

 

 

 

 

Aller dans l’onglet de transferts de zone et 

cliquer sur modifier pour ajouter le serveur ou 

vous souhaite répliquer votre DNS  

Entre l’IP du serveur en question cliquer sur ok 

puis appliquer 
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Configuration du DNS sur le nouveau serveur 

Retourner sur SERV-DHCP-

REP ouvrer votre DNS clique 

droit sur zones de recherche 

directes puis nouvelle zone, 

faite suivant  

 

 

 

A cette étape il est nécessaire de préciser 

que c’est une zone secondaire  

Vous pouvez faire suivant 

Ici vous lui donné le même nom que la 

principale que vous avez créée  

Puis suivant 

 

Vous devez ajouter le serveur qui contient 

votre DNS configurer donc SERV-ASSURMER 

via son IP, il devrait être en vert si tout va bien 

Puis suivant et terminer 
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Vous pourrez 

constater que 

votre DNS dans 

les zones directes 

à bien été répliqué 

 

 

 

 

 

Maintenant nous faisons la même chose pour 

la zone inversée clic droit sur zones de 

recherche inversée puis nouvelle zone, faite 

suivant  

A cette étape il est nécessaire de 

préciser que c’est une zone 

secondaire 

Vous pouvez faire suivant 

 

Choisissez une zone de recherche inversé en 

IPv4 

Puis suivant 
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Ici vous devez lui renseigner l’adresse IP 

choisis pour votre réseau 

Puis suivant 

 

Vous devez ajouter le serveur qui contient 

votre DNS configurer donc SERV-

ASSURMER via son IP, il devrait être en vert 

si tout va bien 

Puis suivant et terminer 

 

 

 

Vous pourrez constater 

que votre DNS dans la 

zone inversée à bien 

été répliqué 

 

 

 

 

 

 

 

 


